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Facing numerous supply chain layers, increased forms of 
disruption and tight operational constraints, organizations are in 
VHDUFK�RI�WKH�PRVW�HIIHFWLYH�DQG�FRVW�HI¿FLHQW�ZD\V�WR�PDQDJH�
and reinforce their supply chains. 

To mitigate risk along the entire chain, companies are now 
inclined to structure a risk-aware culture that corresponds
WR�UREXVW�GLJLWDO�SODWIRUPV�WKDW�VXSSRUW�WKHLU�ULVN�PDQDJHPHQW�
SURFHVVHV�DW�DQ�RSHUDWLRQDO�OHYHO��7KH�JRDO�LV�WR�HQDEOH�WKH�
LGHQWL¿FDWLRQ�RI�DOO�WKUHDWV�DQG�DVVHVV�WKHLU�ULVNV��ZKLOH�DOVR�
providing a high-level view from which they can evaluate
WKHLU�DJJUHJDWH�ULVN�H[SRVXUH�

1. �5LVN��UHVLOLHQFH��DQG�UHEDODQFLQJ�LQ�JOREDO�YDOXH�FKDLQV��0F.LQVH\�*OREDO�,QVWLWXWH��$XJXVW�������S��LY�
2/3.��,V�\RXU�VXSSO\�FKDLQ�ULVN�EOLQG�±�RU�ULVN�UHVLOLHQW"��0F.LQVH\��0D\�������S���
4.��5HVHWWLQJ�VXSSO\�FKDLQV�IRU�WKH�QH[W�QRUPDO��0F.LQVH\�	�&R���-XO\�������S���

SUPPLY CHAIN 2021 
AN OVERVIEW

While supply chain disruptions 
occur in every sector, some 
are harder hit than others and 
IDFH�VSHFL¿F²DQG�SDUWLFXODUO\�
GLI¿FXOW²FKDOOHQJHV��,Q�D������
survey of 60 senior supply-
FKDLQ�H[HFXWLYHV�DFURVV�
industries and geographies, 
����H[SHULHQFHG�SUREOHPV�
with suppliers, while 75% had 
SUREOHPV�ZLWK�SURGXFWLRQ�
DQG�GLVWULEXWLRQ�DV�D�UHVXOW��
However, in the food and 
consumer goods industry, 
100% had faced production 
DQG�GLVWULEXWLRQ�SUREOHPV��DQG�
91% had encountered issues 
with suppliers1.

By putting supply chain 
weaknesses under the 
microscope, the pandemic 
has prompted supply chain 
H[HFXWLYHV�WR�UHWKLQN�WKHLU�
processes regarding these 
challenges. Recent events 
have demonstrated that
to create a resilient supply 
chain and mitigate operational 
LPSDFWV��EXVLQHVVHV�PXVW�
reinforce a risk-aware company 
culture with the right tools and 
processes. This includes a 
GLJLWDO�SODWIRUP�WR�H[SORLW�GDWD�
and manage the entire network 
toward reactive adaptation
and improvement.

I n the last 20 years, the global supply chain has experienced exponential 
growth as well as an ever-deepening complexity. Multiple waves of 

delocalization—outsourcing manufacturing in search of economies of scale 
and cheaper sources—have exposed operational risks to the international 
network in the form of delays, logistics and a blurred visibility along the chain. 
The COVID-19 pandemic, with a constrained restart of activities, has further 
compounded and laid bare supply chain weaknesses in every industry. 

are single-source  
in one country4

180 GLOBAL 
PRODUCTS

Value of intermediate 
goods traded globally,  
3 times the amount 
traded in 2000 2

has faced disruption  
to their supply chain  
costing at least  
$100 million3

$10  
TRILLION

1 IN 20  
COMPANIES
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FOR COMPANIES
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5.�5LVN��UHVLOLHQFH��DQG�UHEDODQFLQJ�LQ�JOREDO�YDOXH�FKDLQV��0F.LQVH\�	�&R���$XJXVW�������S���
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THE 4 MAIN FORMS OF 
SUPPLY CHAIN DISRUPTION

NATURAL EVENTS
7KH�&29,'����FULVLV�KDV�KLW�
FRPSDQLHV�KDUG�ZRUOGZLGH�EXW�

LV�IDU�IURP�EHLQJ�WKH�¿UVW�QDWXUDO�HYHQW�
to disrupt the supply chain. Recent 
events, including the 2011 Fukushima 
HDUWKTXDNH�DQG�WVXQDPL�LQ�-DSDQ�DQG�
WKH������GHYDVWDWLRQ�RI�+XUULFDQH�,GD�
in the US, have seen factories routinely 
VKXW�GRZQ��DVVHPEO\�OLQHV�KDOWHG��DQG�
WUDQVSRUW�QHWZRUNV�EURXJKW�WR�D�VWDQGVWLOO��
resulting in supply chain disruption. While 
VRPH�QDWXUDO�GLVDVWHUV�DUH�XQDYRLGDEOH��
FRPSDQLHV�DLP�WR�VXI¿FLHQWO\�SURWHFW�
DVVHWV�DQG�UHVRXUFHV��)RU�H[DPSOH�
they manage logistics around recurring 
natural events such as monsoon seasons 
in Southeast Asia, or transport routes in
WKH�$UFWLF�2FHDQ�WKDW�DUH�LFHG�RYHU�IRU�
seven months out of the year.

FINANCIAL 
INSTABILITY
*OREDO�SURGXFWLRQ�

networks have evolved to optimize 
PDQXIDFWXULQJ�FRVWV�DQG�HI¿FLHQF\��
However, their size, reach and 
FRPSOH[LW\�OHDYH�WKHP�YXOQHUDEOH�WR�
delays, shortages and production halts. 
7KHVH�SUREOHPV�LQ�WXUQ�¿QDQFLDOO\�
penalize companies, leading to payment 
GHOD\V��FDVK�ÀRZ�DQG�FUHGLW�SUREOHPV��
DQG�HYHQ�LQVROYHQF\�DQG�EDQNUXSWF\��

Trade wars can also wreak havoc on 
supply and demand. At a pricing level, 
D�WUDGH�GLVSXWH�EHWZHHQ�FRXQWULHV�
FDQ�FDXVH�PDVVLYH�ÀXFWXDWLRQV�LQ�
manufacturers’ pricing of raw materials, 
which can threaten the economic 
EDODQFH�RI�SURGXFWLRQ�RU�SURMHFWV�

CYBERSECURITY
6XSSO\�FKDLQ�F\EHUVHFXULW\�
starts with suppliers and 

manufacturers, who need to ensure their 
RZQ�EXVLQHVV�FRQWLQXLW\�E\�NHHSLQJ�WKHLU�,7�
V\VWHPV�VHFXUH�DQG�DYDLODEOH��ZKLOH�NHHSLQJ�
social engineering threats under control. 
2XWVLGH�SDUWLHV�WKDW�PDNH�XS�D�SXUFKDVHU¶V�
VXSSO\�FKDLQ²IURP�FORXG�KRVWLQJ�SURYLGHUV�
WR�PDQXIDFWXUHUV�DQG�YHQGRUV²HQDEOH�LW�WR�
lower costs, innovate rapidly, and work more 
HI¿FLHQWO\�DQG�HIIHFWLYHO\�
 
However, the more touchpoints involved,
the easier it is for a compromise to occur 
ZLWKLQ�WKH�F\EHU�VXSSO\�FKDLQ��RSHQLQJ�
a company up to threats to systems 
DYDLODELOLW\�DQG�EUHDFKHV�RI�VHQVLWLYH�GDWD�
and intellectual property. This can prove 
H[SHQVLYH��7KH�3RQHPRQ�,QVWLWXWH¶V�ODWHVW�
&RVW�RI�D�'DWD�%UHDFK�UHSRUW�HVWLPDWHG�WKDW�
WKLUG�SDUW\�GDWD�EUHDFKHV�LQFUHDVH�WKH�FRVW
RI�VXFK�D�F\EHU�LQFLGHQW�E\�DQ�DYHUDJH
of $207,4117.

BOTTLENECKS & DELAYS 
IN MANUFACTURING
& LOGISTICS

&RPSDQLHV�WKDW�UHO\�RQ�D�UHJXODU
supply of materials and components 
from suppliers often face the challenges 
RI�GHOD\V�DQG�ERWWOHQHFNV�FDXVHG�E\�
shortages of resources, skills and means 
RI�SURGXFWLRQ��'HOD\V�LQ�GHOLYHULHV�DOVR�
affect project and production milestones, 
which have a knock-on effect throughout 
the value chain.

,VVXHV�ZLWK�ORJLVWLFV�FDQ�LPSDFW�WKH�
shipment of components and disrupt 
DLU�DQG�VHD�FDUJR�WUDYHO�7KLV�EHFDPH�
particularly evident during a pandemic,
as production drops and surges have 
shaken the usual allocation of logistical 
resources and travel restrictions have 
limited the movement of international 
specialists. 

1/

3/

2/

4/

GLOBAL CHALLENGES FOR THE INDUSTRY

As companies around the world and across all industries 
rely more heavily on a globalized supply chain, they face 

increasing risks of disruption. The challenges they encounter fall 
into four main categories, affecting all industries to a different 
H[WHQW��DQG�EULQJLQJ�VSHFL¿F�LVVXHV�WR�OLJKW��
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caused damages 
exceeding $1 billion 
each in 20195

40 WEATHER 
DISASTERS 

for supply chain companies 
over the next 5 years: hiring 
cybersecurity experts6

#1 HR
PRIORITY

KEY
 FIGURES
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,Q�D�UHFHQW�VWXG\�RI�����SURFXUHPHQW�
leaders, 69% said they consider digital 
DQG�DQDO\WLFV�VROXWLRQV�WR�EH�PRUH�
YDOXDEOH�WKDQ�HYHU�LQ�WKH�IDFH�RI�D�³QHZ�
normal,” and have greater potential to 
increase procurement’s effectiveness8. 
These technologies, particularly 
spend and risk analytics, help identify 
VDYLQJV�RSSRUWXQLWLHV��DQG�H[WHQG�
supply chain management to include 
reactive monitoring and continuous 
improvement.

For product manufacturing, remote 
PRQLWRULQJ�LQLWLDWLYHV²LQFOXGLQJ�
RQ�WLPH�GDWD�VKDULQJ²FDQ�EH�
XVHG�WR�ÀDJ�SUREOHPV�RU�LGHQWLI\�
LPSURYHPHQW�RSSRUWXQLWLHV��'LJLWDO�
GLDJQRVWLF�FDSDELOLWLHV�HQDEOH�XS�WR�
date equipment monitoring, helping 
ORZHU�FRVWV�E\�UHGXFLQJ�ZDVWHIXO�
maintenance practices. For product 
GHOLYHU\��¿UPV�FDQ�HPSOR\�GLJLWDO�
logistics practices, using thousands 
of datapoints to optimize, track and 
optimize again with real-world inputs 
for quick solutions. End-to-end 

GLJLWDO�FDSDELOLWLHV�FDQ�DOVR�ERRVW�
F\EHUVHFXULW\�DQG�GDWD�LQWHJULW\��

To implement truly responsive risk 
management, all digital solutions must 
UHO\�RQ�IDFWXDO�GDWD�ÀRZV��VXSSRUWHG�
ZLWK�RQVLWH�YHUL¿FDWLRQV�DQG�HYLGHQFH��
,W�LV�DOVR�FUXFLDO�WKDW�FRPSDQLHV�
EULQJ�WRJHWKHU�DV�PDQ\�VWDNHKROGHUV�
DV�SRVVLEOH��DV�RIWHQ�DV�SRVVLEOH²
from purchasers and suppliers to 
compliance inspection agencies and 
logistics providers. The more that 
different stakeholders interface on 
digital solutions, the more information 
D�FRPSDQ\�FDQ�FROOHFW�EDVHG�RQ�WKDW�
solution. A more accurate landscape 
FDQ�WKHQ�EH�XVHG�WR�IHHG�WKH�ULVN�
monitoring and response process.

8.  Five themes can help procurement shape recovery 
LQ�WKH�QH[W�QRUPDO��0F.LQVH\�	�&R���-DQ�������S����

9.��5HVHWWLQJ�VXSSO\�FKDLQV�IRU�WKH�QH[W�QRUPDO��
0F.LQVH\�	�&R���-XO\�������S��

10.��3UHGLFWV�������6XSSO\�&KDLQ�7HFKQRORJ\��
*DUWQHU��'HF��������

A 2020 McKinsey study  
of 60 senior international 
supply-chain executives 
revealed that 90% said 
they plan to increase digital 
supply-chain talent within 
their organizations through 
a combination of in-house 
reskilling and external hires9

90 %

In Gartner’s 2020 study  
of supply chain companies, 
72% said they saw 
technology as a source  
of competitive advantage10

72%

KEY  FIGURES

To overcome the numerous risks covered by these four 
broad categories, decision-makers are increasingly 

turning to digital solutions to help them monitor numerous 
VRXUFHV��GH¿QH�VKRUW�WHUP�ULVN�UHVSRQVHV��PLWLJDWH�WKH�
WKUHDW�RI�GLVUXSWLRQ�DQG�UHGXFH�¿QDQFLDO�FRQVHTXHQFHV�

7

THE SUPPLY CHAIN’S  
FUTURE IS DIGITAL

DIGITAL SOLUTIONS

Verifying presence
of spare equipment

and skilled personnel

)DFWXDO�RQVLWH�YHUL¿FDWLRQ
to maximize systems’  

availability and mitigate
cyber threats

Factual onsite  
monitoring of stock  
level dimensioning

DISRUPTIONS 
AND THEIR
SOLUTIONS

PRODUCTION 
BOTTLENECK

HURRICANE

CYBER
BREACH

SUPPLY 
SHORTAGE

 EVALUATION OF  
REDUNDANCIES

IT SECURITY RISK 
ASSESSMENT

INVENTORY  
MANAGEMENT  
ASSESSMENT

Route and vehicule 
monitoring for dynamic 

mitigation of unexpected 
weather events

 TRANSPORTATION  
MANAGEMENT
EVALUATIONRISK SOLUTIONS

0$,1
0$18)$&785,1*�

6,7(

(1'�86(5�
6,7(

68%�6833/,(5� 
0$18)$&785,1*�

6,7(

SUPPLY CHAIN
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To this end, Bureau Veritas has 
launched Supply-R, a unique solution 
WKDW�DVVHVVHV�DQG�TXDQWL¿HV�WKH�
resilience of the supply chain.
Supply-R�EULQJV�WRJHWKHU�D�
customized risk assessment 
PHWKRGRORJ\��EDVHG�RQ�¿HOG�GDWD�
IURP�LQGHSHQGHQW�RQVLWH�YHUL¿FDWLRQ�RI�
FULWLFDO�VXSSOLHUV��5HVLOLHQFH�LQGH[HV�
are produced for each supply chain 
actor and aggregated at supply chain 
network level. This provides the level 
RI�JUDQXODULW\�UHTXLUHG�WR�VXSSRUW�EHWWHU�
EXVLQHVV�GHFLVLRQV�DQG�PLQLPL]H�WKH�
risk of disruptions. All information is 
collected and consolidated using a 

௅�A client-centric process

First, Bureau Veritas determines the 
SDUDPHWHUV�WKDW�UHÀHFW�WKH�VSHFL¿FLWLHV�
of the client’s sector and supply chain 
constraints, and integrates them within 
the risk calculation methodology. 
,WV�H[SHUWV�GHVLJQ�DQG�FXVWRPL]H�
NH\�GHOLYHUDEOHV�WKURXJK�GHGLFDWHG�
ZRUNVKRSV��OHYHUDJLQJ�EHVW�LQ�FODVV��
ready-to-use checklists or fully 
customized lists of control points. 

3RZHUHG�E\�D�SURSULHWDU\�DXGLW�
software, review of the supplier self-
assessment is conducted to identify an 
initial risk map and gaps, and generate 
a preliminary set of ratings. Remote 
DQG�RQVLWH�¿HOG�YHUL¿FDWLRQ�DXGLWV�DUH�
WKHQ�FDUULHG�RXW�JOREDOO\�E\�DXGLWRUV��
)LQDOO\��ULVN�PDSV�DQG�LQGH[HV�DUH�
JHQHUDWHG�ZLWK�DVVRFLDWHG�¿QGLQJV��
%XUHDX�9HULWDV¶�SRUWDO�HQDEOHV�FOLHQWV�
WR�DFFHVV�FXVWRPL]DEOH�GDVKERDUGV�
and monitor the level of resilience of 
WKHLU�RZQ�VXSSO\�FKDLQ��6XFK�H[HFXWLYH�
GDVKERDUGV�DJJUHJDWH�VXSSO\�FKDLQ�
ULVN�LQGH[HV�SHU�VWUHDP�RU�SURMHFW�

digital platform, providing transparency 
on the supply chain map as well as 
DFWLRQDEOH�ULVN�LQGH[HV�

Supply-R�LV�ÀH[LEOH�DQG�DJLOH��
HQDEOLQJ�LW�WR�PHHW�WKH�QHHGV�RI�
GLIIHUHQW�FOLHQWV�DQG�EXVLQHVV�VHFWRUV�
HI¿FLHQWO\��,W�RIIHUV�D�FXVWRPL]DEOH�
modular structure that addresses 
critical elements for a resilient 
VXSSO\�FKDLQ��7KLV�LQFOXGHV�EXVLQHVV�
FRQWLQXLW\��WHFKQLFDO�FDSDELOLWLHV�
HSE, data integrity, information 
security, logistic and inventory 
SUDFWLFHV��EXVLQHVV�JRYHUQDQFH
and social engagement.

Bruno Ferreyra,
([HFXWLYH�9LFH�3UHVLGHQW
2LO�	�*DV�*OREDO�6HUYLFH�/LQH
Bureau Veritas

11/12.��5LVN��UHVLOLHQFH��DQG�UHEDODQFLQJ�LQ�JOREDO�YDOXH�FKDLQV��0F.LQVH\�	�&R���$XJXVW�������S�����

TODAY, companies want to 
consider the full picture of 
predictable risks related to 
their supply chains, taking 
into account the fact that 
external factors can create 
disruption. They need to build 
and implement new processes 
WKDW�FDQ�¿[�SDVW�SUREOHPV�DQG�
position their organizations 
to operate smoothly in the 
future. With Supply-R, we 
are offering a customizable 
modular structure that provides 
transparency and addresses 
critical elements for a resilient 
supply chain.

Supply-R ACTS AS
A ONE-STOP SHOP

FOR THE CUSTOMER

There is an urgent need among many companies to reassess their 
VXSSO\�FKDLQ�ULVN��EDVHG�RQ�IDFWXDO�GDWD�IURP�WKH�¿HOG��WR�PDNH�

sure that all elements are properly addressed, assessed and visible. 
$V�D�ZRUOG�OHDGHU�LQ�WHVWLQJ��LQVSHFWLRQ�DQG�FHUWL¿FDWLRQ��7,&��VHUYLFHV��
Bureau Veritas is committed to helping companies overcome the 
challenge of supplier network transparency and reliability, reinforcing 
operational resilience and business continuity in all circumstances. 

W KLOH�VSHFL¿F�ULVNV�WR�VXSSO\�FKDLQV�GLIIHU�DFURVV�VHFWRUV��6XSSO\�5�
provides a holistic resilience assessment methodology that can 

address the needs of every industry. With fully customizable assessment 
protocols, a dedicated digital platform and Bureau Veritas’ extensive 
LQWHUQDWLRQDO�QHWZRUN�RI�DVVHVVRUV��WKH�VROXWLRQ�PHHWV�WKH�UHTXLUHPHQWV�
of companies of all sizes and in all domains, from operational resilience 
and business continuity in all circumstances. 

A DIGITAL SOLUTION
TO MITIGATE SUPPLY CHAIN RISK

Supply-R
INTRODUCING

A FLEXIBLE SOLUTION
FOR SUPPLY CHAIN RESILIENCE

92%

MEASURE
AND QUANTIFY

the resilience along the 
company’s own supply chain 
at global and supplier levels 

DEFINE
continuous 

improvement plans 
EDVHG�RQ�WKH�LGHQWL¿HG�

risk areas 

BENCHMARK
the performance
of each supplier

against the others 

EVALUATE
the resilience and 
qualify alternative 

sources to reshape
the supply chain

of respondents to a 2020 
McKinsey survey of global 
supply chain leaders said 
they were planning to 
increase resilience11

of McKinsey survey respondents 
said they would increase resilience 
even at the expense of short-term 
savings12

44%KEY
 FIGURES
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SUPPLY-R CASE STUDY

ENERGY OPERATORS 
CHOOSE SUPPLY-R  
/ PILOT PROJECTS

WORKING TOWARD 
A MORE SUSTAINABLE 
VALUE CHAIN

UQH[SHFWHG�GLVUXSWLRQV�DUH�E\�QDWXUH�GLI¿FXOW�WR�SUHGLFW��(YHQ�
supply chains that are widely regarded for their resilient design 

are still vulnerable to the risks of unpredictable disruption. Business 
leaders must, therefore, have an understanding of disruption impacts, 
FRQVHTXHQFHV�DQG�DFWLRQV�LQ�RUGHU�WR�PDNH�WKH�DSSURSULDWH�WUDGH�RIIV��

Bureau Veritas’ Green Line of services and solutions 
VXSSRUWV�RXU���������FOLHQWV�WR�EH�PRUH�HI¿FLHQW��PRUH�

methodical and more trustworthy in their journey toward more 
sustainable business and a more sustainable world. 

,Q�������%XUHDX�9HULWDV�VXFFHVVIXOO\�
FRPSOHWHG�D�QXPEHU�RI�Supply-R pilot 
projects designed to support oil and 
JDV�RSHUDWRUV¶�EXVLQHVV�FRQWLQXLW\�DQG�
assess resilience along portions of 
their supply chain.

Bureau Veritas engaged concerned 
suppliers to perform a thorough self-
DVVHVVPHQW�EDVHG�RQ�VL[�HOHPHQWV�

Through Green Line, we empower 
RUJDQL]DWLRQV²ERWK�SULYDWH�DQG�
SXEOLF²WR�LPSOHPHQW��PHDVXUH�
DQG�DFKLHYH�WKHLU�VXVWDLQDELOLW\�
REMHFWLYHV��:LWK�RXU�H[SHUWLVH��
we serve our clients to meet 
the challenges of safety, the 
HQYLURQPHQW��VRFLDO�UHVSRQVLELOLW\�
and product or service quality 
all along the chain. We support 
our clients in their selection of 

resources and during production, 
RIIHULQJ�H[SHUWLVH�DW�HYHU\�SRLQW�LQ�
the supply chain, from raw materials 
sourcing to product use. 

The addition of Supply-R to our 
*UHHQ�/LQH�VXLWH�RI�VROXWLRQV�ERRVWV�
our capacity to support companies 
LQ�WKHLU�REMHFWLYH�RI�HQVXULQJ�
UHVSRQVLEOH�DQG�IDLU�VRXUFLQJ��:H�
also help them guarantee product 

WUDFHDELOLW\�IURP�SRLQW�RI�RULJLQ�
through consumption.  

:LWK�RXU�FRQWULEXWLRQ��RXU�FOLHQWV�
FDQ�PHDVXUDEO\�GHPRQVWUDWH�WKH�
impact of their environmental, social 
DQG�JRYHUQDQFH�DFWLRQV�E\�PDNLQJ�
WKHP�WUDFHDEOH��YLVLEOH�DQG�UHOLDEOH��
%\�EULQJLQJ�WUDQVSDUHQF\��ZH�SURYLGH�
the tools needed to protect clients’ 
EUDQGV�DQG�UHSXWDWLRQV�

 HSE 

 BUSINESS CONTINUITY 

  QUALITY ASSURANCE  
& CONTROL 

  LOGISTICS & INVENTORY 
PRACTICES 

  INFORMATION SECURITY

  DATA INTEGRITY

Supply-R helped suppliers identify 
short- and long-term areas of 
improvement for managing a supply 
FKDLQ�GLVUXSWLRQ��2YHU����ZHHNV�
RI�IDVW�WUDFN�H[HFXWLRQ��PRUH�WKDQ�
350 hours of independent onsite 
YHUL¿FDWLRQ�ZDV�FRQGXFWHG�DW�
factories on three continents across 
VHYHUDO�SURGXFW�OLQHV��0RUH�WKDQ�
3,200 data points were collected in 
record time. 

The pilot phase resulted in tailored 
ULVN�LQGH[HV�DQG�FXVWRPL]HG�
GDVKERDUGV�WR�YLVXDOL]H�WKH�ULVN�
SUR¿OHV�RI�HDFK�VXSSOLHU�DV�ZHOO�DV�
the assessment of overall supply 
chain resilience. Thanks to the pilot 
SKDVH��%XUHDX�9HULWDV�KDV�LGHQWL¿HG�
more than 400 areas of improvement 
at the target suppliers, to drive 
continuous improvement and reduce 
WKH�RSHUDWRUV¶�H[SRVXUH�WR�VXSSO\�
chain disruptions.

9LVLELOLW\�RQ�sub-suppliers’ 
business continuity practices

Supply chain engagement

Data FODVVL¿FDWLRQ�DQG�
recovery practices

Single source of materials 
and services

0RQLWRULQJ�DQG�VXEVWLWXWDELOLW\�
of sLQJOH�SRLQW�HTXLSPHQW

6XEVWLWXWDELOLW\�RI�logistical  
arrangements

Inventory levels and 
WUDFHDELOLW\�

Information security 
testing and governance

MOST RECURRENT
IMPROVEMENT
AREAS IDENTIFIED
AT SUPPLIERS’ BASE



12

STRENGTHENING  
SUPPLY CHAIN RESILIENCE  
THROUGH RISK ASSESSMENT

SHAPING A WORLD 
OF TRUST
Bureau Veritas is a Business to Business to Society 
FRPSDQ\��FRQWULEXWLQJ�WR�WUDQVIRUPLQJ�WKH�ZRUOG�
we live in. A world leader in testing, inspection and 
FHUWL¿FDWLRQ��ZH�KHOS�FOLHQWV�DFURVV�DOO�LQGXVWULHV�
DGGUHVV�FKDOOHQJHV�LQ�TXDOLW\��KHDOWK�	�VDIHW\��
HQYLURQPHQWDO�SURWHFWLRQ�DQG�VRFLDO�UHVSRQVLELOLW\�

For more information, 
contact Bureau Veritas: 
 
Le Triangle de l'Arche 
8 cours du Triangle 
&6������ 
������3DULV�/D�'pIHQVH�&HGH[ 
)5$1&(
²
VXSSO\U#EXUHDXYHULWDV�FRP
²
bureauveritas.com
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